
Quick Response Code technology has made so easy many human digital transactions such as payment, 

authentication, advertisement, web navigation and others. This technology, despite being widely 

accepted because of its ease of creation, deployment and usage, has been recently a tool of personal 

identification theft in the hands of fraudster. Researchers in the area of application of machine learning 

to cyber security may find it difficulty sourcing QR code dataset. In order to fill this identified gap, a 

model was developed which incorporate data engineering principle to formulate QR code dataset in the 

form implementable on machine learning algorithm for analysis. 


